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SUBJECT: (U) SHARING OF "RAW SIGINT" THROUGH DATABASE ACCESS 

(U/Jfi'QUO) You have asked us to conduct a legal review in order to set out the limits 
and the rationale associated with the limits-- on allowing personnel from other agencies access; 
to NSA databases under the existing rules governing such access, and the advisability of chang~s 
to the Executive Order that would allow other agencies access to SIGINT databases. · 

(U/,~uor-we conclude that compliance with NSA's Attorney General-approved 
minimization procedures, which are required by Executive Order 12333 and are rooted in Fourth 
Amendment privacy protections, constrains NSA from granting to employees of other · 
intelligence agencies widespread access to NSA content databases. These same procedures, 
largely for the same reasons, preclude such access for employees of custorp.er agencies as well. : 
By contrast, broad access to databases that contain exclusively communications metadata may . 
lawfully be provided 
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requires that all intelligence agencies- including NSA --comply with Attorney General­
approved procedures before disseminating information concerning U.S. persons to other' entitie,s. 
Such procedures, the aim of which is to protect the privacy of U.S. persons, require each agency 
to make conscious determinations about the information it seeks to disseminate. 

(U/,I.FOUO) At the same time, the Executive Order makes a broad exception to this 
general rule with respect to dissemination of information within the Intelligence Community 
(IC). Specifically, it authorizes each agency within the IC- notwithstanding other procedural ' 
requirements -- to disseminate information to other appropriate agencies within the IC "for the 
purposes of allowing the recipient agency to determine whether the information is relevant to its 
responsibilities and can be retained by it." 
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procedures," procedures designed to reasonably limit the presence of non-pertinent information 
at each stage of the 
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(b) (1) 

SRCRE'tYfCOMIN'tYJ'Rt:L 't'O USA, AUS, CAN, G1tlt, NliL//~63~6168 
A TIORNEY CLIENT 
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· b)(3)-P.L. 86-36 .I ll;l)(1) 
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4. (U/fFOUO~ Conclusion 

-(8//sn There are substantial and well-grounded legal limits on NSA's ability to provide\ 
its partners and customers with access to raw 




